Deploying OpenLDAP

Dear Reader,

If you’re a developer, system administrator, or database administrator considering OpenLDAP, then keep reading! I’ll show you the types of decisions you need to make regarding the OpenLDAP environment before downloading any software.

In Deploying OpenLDAP, I discuss how to evaluate your current environment, consolidate data, plan for data creation and migration, and plan the most useful directory infrastructure possible. I then cover the configuration files and the base set of tools. Finally, I discuss APIs and how to integrate OpenLDAP into your current environment.

With this information, you’ll be able to make essential decisions before installing and configuring your OpenLDAP environment. In fact, properly designing and deploying OpenLDAP from the start will give you access to many of the best features of the technology—features that may otherwise be unusable.

I wrote this book to assist you with practical tasks, not the theory of OpenLDAP. By carefully evaluating your needs and implementing my suggestions, you’ll be able to build a directory that will make your network run much more efficiently.

Tom Jackiewicz
Deploying
OpenLDAP

TOM JACKIEWICZ

Apress®
This book is dedicated to all those who suffered while I grew up from a bright and curious kid to the bitter, stubborn, and outspoken person I've become, especially my dad, Zdzislaw Jackiewicz.
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